Scalable Unidirectional Routing with Zone Routing Protocol (ZRP) Extensions for
Mobile Ad-Hoc Networ ks

Prasun Sinha®,
Co-Ordinated Sciences L aboratory,
University of Illinois, Urbana Champaign
prasun@vayu.crhc.uiuc.edu

Abstract-  Ad-Hoc Networks consist of peer-to-peer
communicating nodes that are highly mobile. As such, an adhoc
network lacks infrastructure and the topology of the network
changes dynamically. Thetask of routing data from a sourceto
a destination in such a network is challenging. Several routing
protocols have been proposed for wireless ad-hoc networks.
Most of these protocols, however, pre-suppose the presence of
bi-directional links between the nodesin the network. In reality
the ad-hoc network may consist of heterogeneous nodes with
different power capabilities and hence, different transmission
ranges. When this is the case, a given node might be able to
receive thetransmission of another given node but might not be
able to successfully transmit to the latter. Thus, unidirectional
links are formed. Most of the current routing protocols are
unsuitable for deployment when such unidirectional links are
present. We consider arouting protocol called the zonerouting
protocol (ZRP) that has been proposed for wireless ad-hoc
networks with bi-directional links. The zone routing protocol
employs a hybrid proactive (table driven) and reactive (on-
demand) methodology to provide scalable routing in the ad-hoc
network. However, in the presence of unidirectional links some
routes remain undiscovered if ZRP is used. We propose
extensions to ZRP to support its deployment when
unidirectional links are present. In particular, we propose a
qguery enhancement mechanism that recursively builds partial
routes to a destination. Simulation results show that even at a
high mobility of 20m/s, the queries resulting due to the
enhancement mechanism result in the computation of valid
routes mor e than 80% of the time. Theseresultsare valid even
when alarge number (40% of nodes have half the transmission
range asthat of the remaining nodes) of unidirectional linksare
present in the network.

1. Introduction

Mobile aothoc networks have recaived a lot of atertion in the
recat years [1]. They uadly find goplicions in military
deployment, rescue operdions, law enforcement operations or in the
deployment of sensors. Adthoc networks condgt of mobile nodes
that communicate with eech ather. The moblity of the nodes makes
the topdlogy of the network timevaiant. The rate of chenge of the
nework topology depends upon the veocty of the nodes
Futhemore, the wirdess newok is chaadaized by low
bandwidth links that are subject to harsh conditions of fading and
inteference. Thus routing in such a network is difficult ad
chdlenging. A plethora of routing protocols have been proposed for
wirdess adhoc neworks [2].  These protocols may be manly
dassfied as dther proactive or reective When proactive routing
protocols are employed a node would possess routing information to
a dedindion before it would actudly need to route daa to thet
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dedingtion. For this purpose routing tebles are mantained. Route
updaes ae exchanged peiodicdly to refled the changes in
topologicd informetion. Popular proective routing protocds for ad-
hoc neworks indude the Dedingion Sequenced Didance Vedor
(DDV) Praocd [3], the Wirdess Routing Protocdl [4], and the
Source Tree Adgptive Routing (STAR) Pratocdl [5]. If on the other
hend, reactive routing is usad, a node would atempt to compute a
route to a given dedinaion when it needs to route daa to that
Oedingtion, i.e, ondemand. Numerous  ondemend  routing
protocols have been proposed. Some of the ondemand routing
protocols are the Adaptive On-Damand Didance Vedor (ACDV)
pratocol [6], the Dynamic Source Routing (DSR) Protood [7] ad
the Tempordly Ordered Routing Algorithm (TORA) [8].

The proadtive routing protocols usudly reguire the maintenance
of routing tebles and thus in the dynamicdly changing mobile ad-
hoc network, nodes would need to exchange routing updaes
paiodcdly. This exchange of route updates would consume
bendwidth and if the network is large, these control messages could
contribute to a dgnificant amount of overhead. On the other hend if
on-demand routing protocols are used, when data is to be routed to a
dedtination, a source node might be required to initiste a search for
the dedindtion. If the nework is large, Sgnificant latency may be
incurred before the destination is found.  Thus the scdablity of bath
the tabledriven and the ondemand routing protocdls is limited.
The Zone Routing Protocd (ZRP) provides a  hybrid
proectivelreective  routing framework in en atempt to  achieve
sdability [10l. Each node would mantan routing tebles which
would only offer routes to a degtination if the degtination were to be
withn a ocatan maimum hopcount (which is cdled the zone
radius) from the source node If the dedtingion were to be outsde
the zone redius the source node would invoke an on-demand search
mechanism  cdled bordercading [11]. Bordercading provides an
dfident means for searching for a degtination by sequentidly using
the routing tebles of the intemedide rday nodes  Efident
mechaniams by which one can contrd the quary threeds while
bordercegting have ben destribed in [12].  Fndly, a node can
computean optimd zoneradiusadaptivey asdestribedin[13].

The routing protocds mentioned in the previous peragraph
asume tha the links in the nework ae bidiredtiond in neture
However, a wirdess adhoc nework could potentidly consst of
heterogeneous  nodes  with  differing  power  cepablities. The
tranamisson range of one node might be differet from thet of
ancther. Thus, a node (say node A) whose trangmisson range is
larger then thet of another node (say node B) will be adle to tanamit
informetion to node B, but will be ungble to recdve the



tranamissons of node B (Fgure 1). This would result in the creglion
of unidirectiond linksinthenetwork.
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Figure 1: Heter ogeneous Nodeswith Different Transmission Ranges
cause Unidirectional Links.

Routing protocols for adthoc neworks with  unidirectiond  links
have been dudied to a limited extet [14], [15]. They idetify the
fact that a reverse peth is reguired from node B to node A (in Fgure
1) in oder for node A to redize tha it hes the link to node B.
However, these pgpers do nat address scaahility issues. In [14] the
authors gpedify a maximum hop count for the reverse path, ad if
the reverse path is longer than this hop-court, then, information with
regards to the presence of the unidirectiond link is not known to the
node a the head of the link (in our example node A).  On the ather
hand, an ondemand flooding would utimatdy resuit in the daa
bang ddivered to the dedingtion if a pah wes to exig, but then,
suchaschemeisvary ingffident.

In this paper we provide extendons to the zone routing protocol in
oder to provide a sddde framewok for rouing  when
unidirectiond  links are present. When the revee path from the
node a the tail of a unidirectiond link to the node & the heed of the
link is long, we resort to an ondemand search mechaniam. The on
demand search mechaniam recurdvdy  attempts to build a peth to
the dedingion by recognizing nodes tha have a route to the
dedingtion. We ddfer the discusson of the mechanism to a
subsequent section.

The pgper is organized into 9x sedtions The ssocond section
provides an overview of our protocol and the components that have
ben borowed from the zone routing protocd [10]. In the third
sdion, we disuss the intrazone routing component of the
protocd, which is proactive in nature In the fouth section, we
discuss the interzone routing componet, this componentt beng
reective in nature. The query control mechaniams of ZRP and their
gpplicability to our cese are discused in Sedtion 5. The dmulaion
scenarios and the results are presented and discussed in Section 6.
Thecondusonsand adiscussononfuturework form Section 7.

2. Overview of the proposed extensionstothe Zone
Routing Protocol

Our protocol consigs of the Intra Zone Routing Protocdl (IARP),
which is the proactive component and the Inter Zone Routing
Protocol (|ERP), whichisthereactivecomponent.

The IARP is reponsble for mantaining informetion about some
neatby links and nodes Every node trangmits informetion about its
inbound neighbors®  (besides other informetion to be described later)
to nodes within a resricted neighborhood defined by the parameter
cdled the Zorne Redius This information is usad by esch node (ssy
node A) to compute its outbound treg, which is the shortest path tree
rooted & node A to nodes from which the previoudy mentioned
transmisson redricted to Zone Radius hops has been heard. The
nodes reechable by the computed outbound tree, define the node's
gland hence, unlike the usud nation of duders zones ovelap

V.

The |IERP is the component thet endbles route computation when
the outbound tree maintained by the IARP of a node does not have a
path to the dedination. Bordercagting, which refers to sending the
route query by using a tree (bordercadt treg) to a st of nodes (the
border nodes), preferddly towards the periphery of the zong is an
important sub-componat of IERP [10]. The border nodes are nodes
thet are known to have links to other nodes that the current node
cannat reech by means of its outbound tree. The computation of the
bordercedt tree (to be described later) is complicated by the possible
exigence of unidrectiond links. The border nodes upon recaving a
bordercat messege, repeet the same dgorithm (es executed & the
source), which invalves checking if a path to the dedingtion exists
within the nodes locd routing teble and bordercading agan if a
path to the dedindion is not known locdly. The intermediate nodes
thet initiste a bordercedt, indude thar unique idertifiers in the route
query packet before forwarding it. Once the query reaches a node
that knows a peth to the dedination, it indudes its idertifier in the
regponse packet, and sends the response to the originator of the
quey. The ligt of nodes that damped the packet while it traversed its
forward peth is used for identifying the reverse path via which a
response is sat to the source of the query. Note thet this lig only
conggs of the border nodes of some inteemediate zones and the
computation of the bordercagt tree would guarantee that eech of
these?t?order nodes has a path to the next as wel as previous border

Bordercading usudly resits in an incresse the number of query
threeds Without implementing mechaniams for contralling  these
queary threads deploying the protocal could result in flooding the
nawork with quay messsges This is highly ineffident in terms of
the number of Some quay contrd mechenisms have
been adopted from the origind ZRP proposd [12] and have been
modified tofunctioninthepresencecf unidirectiond links

The quary enhancement mechaniam, which is a pat of the IERP
dgoithm, is usfu  for computing route that condds of
unidirectiond links with indusive cydes larger then the zone sze In
the evert that a route to the dedtination is not discovered, this
mechanism computes a st of dterndive destinations thet are known
to have paths to the desred degtindion. The origind sender then
queies for this st of “dterndtive destindions’, by initiating a fresh
queay. Repedting the same mechenism can further enhance this
ehancad quay. But for pradicd implamentations the maximum

! Thisisidentical tothe conoept proposed for ZRPIN[10,11].
2 Nodeswithinbound lirkstothet node:
3 Detlswith regardsto the computation of the bordercat treewill beexplaned later.



number of times thet a query may be enhanced may be limited to
omepredeteminedvdue

An importat point to note is that our protocol trests a bi-
directiond link as congging of two separate unidiredtiond links and
in the rex of the document, a ‘link’ denotes a unidiredtiond  link.
The res of this documentt condss of a description of the IARP
componert, the IERP componett and the various Query Control
Mechaniams used for improving the performance of our protocol.
The novd query enhancement mechaniam is destribed as part of the
IERP.

3. IntrA Zone Routing Protocol (IARP): The
Proactive Component

The god of the IARP dgorithm is to maintain an outbound tree to
ome neatby nodes In cae of neworks with only bi-directiond
links ZRP defines the zone as condsting of nodes which are within
ZONE _RADIUS hops In our protocd, zone membadhip of a node
is not determined by the number of hops to the node, but rather by
the number of hops from the node. Thus, for a node (say j) to be in
the zone of a node (say i), rode i mugt be reecheble from node j in
ZONE_RADIUShopsor less

For computing the outbound tree, every node uses the units
obtained from some neaty nodes Every node (sy node X)
formulatesaunit thet consstsaof thefallowinginformation:

a IN (Inbound Neghbors): The st of neighbors which have a
link tothenodex.

b) ON (Outbound Neghbors): The st of neghbors to which
nodex hesalink.

€) OT (Outbound Tree Nodes): The nodes on the outbound tree
of nodex (computed from the unitsabtained from other nodes).

d) SN (SeguenceNumber)

€ UF (Urgent Hag): If this flag is =&, then the unit is to be
forwarded as soon as possble This is typicdly used when the unit is
generded dter the ddetion of a link Snce mis-dnformation about
prence of a link should be removed from other nodes routing
tébles s soon as posshble in order to avoid wrong route
computations.

f) TTL (Time to Live): Number of hops up to which the unit can
be futhe fowarded. The TTL is intidized to the ZONE RADIUS
and isdecremented astheunit traversssapath.

At datup, IN, ON, ad OT ae exth intidized to “empty”. A
suence number is assgned to the SN fidd and the UF is not st
The informdion in the IN fidd of a unit is usad for computing the
outbound tree. The sequence number, SN is usd to identify the
mog up to dete unit when more then one are received. The fidds
(ON and OT) are used for computing the bordercegt tree and for the
cuay cortrd mechaniams used in the IERP protocd. The fidds IN
and ON have a pace complexity bounded by the maximum degree
o anodeg ie, the sze of the IN fidd is O(D), where D is the
maximum degree of a node The fidd OT hes a Space complexity of
the maximum number of nodes in a zone, ie, the 9ze of the OT
fidd is O(N), where Nz is the maximum number of nodes in a zone
Hence, the IARP messsge Sze depends on the maximum degree of
a node and the maximum number of nodes in a zone, which in tun
depends on the ZONE_RADIUS. But the important thing to note is

thet the dze of the unit is independent of the network sze, and hence
iskey tothescaability of our protocol.

Paiodcdly (with peiod BEACON_INTERVAL), the wnit is
formulated and a new seguence number is assigned. A packet which
indudes the node's unit and units from other nodes for which the
TTL hes not become zero, is then locdly broadcast. Other nodes use
sequence numbers to keep track of the latest unit initiated by a node.
Eaxch wnit hes a puge time (detemined by the paramder
UNIT_PURGE TIME INTERVAL) asxdaed with it If a link
goes down, then the node, on which the link was incident, cregtes a
new unit and sats the urgent flag for this unit. The urgent units are
fowarded in a spaae packe immediady rather then wating for
thenext besconto begenerated.

Usng the infomdion in the IN fidd of esch recdved unit, the
outbound tree is computed periodicdly. For computing the
outbound tres, the link informetion from the IN fidds of dl recaved
and dored live units (which have nat expired) are wsed to congtruct a
grgoh which represants a patid nework. As an example let node x
be in the process of computing the outbound tree, and let node x
have a unit thet originated & node i. If this unit indudes nodes j, k
and | in the IN fidd, then links j>i, k>i and i are added to the
gaph being condructed. A shortet path dgorithm (such as
Dijkgras dgorithm [16]) is then usad to compute the shortest peth
tree from node x to other nodes. Thus the IARP protocol supports
themaintenance of an outbound treefrom every node.

3.1 Routing of Data PacketswithinaZone

Any routing protocdl may be usad for routing within a zone A
shortest path tree may be computed from node X to other nodes
within its zone However, it is to be noted thet the entire route might
have to be induded in the packet. This is reguired snce, for some
unidirectiond links presat dong the path to the dedination, the
presence of the link might not be known to the node a the head of
the unidirectiond link. Thus, the head node might not even be aware
of the exisence of the tal node of the unidiredtiond link and if only
the address of the next border node is provided, the node might not
be dle to foowad the packet gopropriatdy. Providing a source
route will engble the node to not only forward packets correctly but
ds to cache the informetion with regards to the unidirectiond and
ue it for subsequent routing requests The ddals of the
mehodology for caching informdion with regads to the
unidirectiond link arebeyond the scopeof thiswork.

Note thet the outbound tree information might dso be cached or
propegated to engble more ffident routing, but this would result in
excessveoverheed.

4. Inter ZoneRouting Protocal (IERP): The

Reactive Component
The purpose of te IERP dgarithm is to compute routes when the
outbound tree computed by the IARP dgorithm does nat have a
route to the dedindion. IERP manly relies on a mechenism cdled
bordercagting, which gtands for forwarding the route request to a
subset of nodes (border nodes) using a tree, celed the bordercast
trea

When the routing layer receives a route reques, the outbound tree is
fird ingoected to look for a route to the desred dedtingtion. If this
lookup fails, the route request is forwarded by the rode to its border



nodes (the methodology for choosing border nodes is described in a
subsequent subsection) by using its bordercadt tree. If a border node
knows a peah to the dedingtion, then the particular border node
responds to the query; otherwise bordercadting is repeated a the
border node Every border node which receives the query and does
not know a peth to the destination, checks its inbound tre* to seeif
it knows of dtenae nodes which have a path to the desred
degtination. If such nodes eXs, the border node then sends a query
enhancement message to the sender informing it of these dternae
degtinations which might be queried for, in order to reach the desired
degtination.  If the source of the query does not recave a route
reponee  mesgge witnk a prest time  intavd
(ENHACEMENT_INTERVAL), it then deks for awy recdved
guery enhancement messages. If @ leet one query enhencement
messege has been received then the dternate degtination(s) specified
in the query enhancement message(s) are pedified in a nemly
ceged enhanced query messsge This enhanced query is then
procesed like a new query. However, the number of times tha a
quary can be enhancad is usudly limited to a presst number, since
multiple quaies for the same dedtination might leed large latendies
inroutecomputation.

Note thet the above mechanism assumes amdl indusve cydes To
enhance the paformence of our protocd for large indusve cydes
we use a heurigic gpproach outlined bdow. If the source does not
recaive a response to a query (either a query response message or a
quay enhancement message) within a preset time-out referred to as
the  ENHANCEMENT _INTERVAL, it isues a fresh quay to
enquire about nodes that know of patid pehs to the dedtinaion.
Thus the source learns of dternate destinations for which it can issue
a fresh quay. Since the bordercast nodes have dready been
enquired, the heuridic usss a tree different from the bordercagt tree
to posshly reech a different subsst of border nodes Furthamore
when the bordercagt tree is empty® such an enhancement request
needs to be st out. For this purpose, a two-way tree (to be
described in a subsequent subsection) is used (let us refer to it as the
two way tree bordercast or the TWT bordercest) to intide a
modified bordercast. The two-way tree is a shortest peth tree such
thet dl nodes in the tree are two-way nodes Two-way nodes are
those nodes in a querying node's outbound tree thet can reach the
querying node by usng their own outbound trees The advantage of
usng such atree is that dl nodes on this tree are known to have a
revarse route to the current node, unlike in a bordercegt tree in which
only the border nodes are required to be two-way nodes This two-
way fegture is used when responding to a route quary. It is to be
noted thet the leaves of the two-way tree may be different from the
leaves of the bordercest tree destribed in the previous peragrgph.
Theseconoeptswill bed ucidated intheforthcoming subsections

Fdlowingisalig of thedifferent kindsof |ERPmessagesdeployed:

4 A treerooted a the destinetion being queried for, with brenches pointing towardsthe
roct (destination) computed based on theknown partid topology of thenetwork.

° Duetothe pressnceof unidiredtiond linksit ispossblefor theborderceet treeto be
empty (unlikeinZRP). Thisisillugratedin Section 4.2,

1 Route Quay Reques (RQRQ): It is tagaed for one
degtingtion and is generaed by the source of the query. This
messegeisbordercagt using thebordercedt tree.

2 Quay Enhancamet Reuet (QERQ): A message
expliatly requesing other nodes to respond if they know of dtenéate
nodes that have peths to the origind destination, o that these nodes
can then be queied for as dternate degtindions This message is
bordercagt using the two-way tree (TWT bordercast) when dther the
bordercagt tree is empty or when it has faled to reach nodes tha
know of dternatededtinations.

3 Enhenced Route Reguest (ERRQ): This mesge is
gamilar to the Route Query Request except for the fact thet it cannot
be enhanced ay futher if it has dreedy been enhanced
MAX_NUMOF ENHANCEMENTS tmes the upper limit on the
number of times that a query can be enhanced. Thus, a courter is
incremented each time an ERRQ is tranamitted to kegp track of the
number of timesit hasbeen enhanced.

4 Quay Responze (QR): QR is generated as a reppone to a
RORQ o QERQ, when a border node knows a pah to the
destination by means of its outbound tree. This response is sant back
usng the revarse path formulated by the recorded traversad peth in
the queary. The path recorded condsts of only the bordenodes
processing the query, and by virtue of the fact that the border nodes
(in the bordercegt treg) are two-way nodes, the reversed sequence of
border nodes can be followed on the reverse path. The nonHoorder
nodes vidted in the reverse path could be different from the ones
traversad ontheforward path.

5 Quay Enhancament Repone (QER): This messsge
ocoud be geeaad for en RORQ, QERQ o an ERRQ. For an
ERRQ, a QER can be st bak to the origind source only if the
query can be enhanced a leet once more (bassd on the
MAX_NUMOF ENHANCEMENTS). It is ganeaed if the border
node does not have a path to any of the queried destinations but it
knows of a least one node with a peth to a leest one of the queried
destinations by means of its inbound tree. The set of nodes which
are known to have a path to the subset (or complete ) of queried
degtinations are then reported back to the source node, which then
adds these nodes to the st of dtemate dedingions to fom a
modified ERRQ, if this query does not result in the discovery of a
pethtoany of theformer dedtinations

As destribed @ove, the bordercagt tree and the two-wey tree are
vay audd to the fundioning of the IERP. Some mechaniams that
ae a pat of the IERP, expedidly the query contrd mecheniams are
based on the assumption thet the packets are transmitted rdiably and
ae nat dropped by a lower layer (eg, MAC layer dropping peckes
due to falure in accessing the channd). The fallowing sub-sections
destribe these two trees in detal, and the section condudes with a
Odtaled desription of thel ERP.

4.1 Bordercast Tree

The bordercadt tree is a tree usad for sending a bordercast message
to a sat of nodes. When the destination is not reechable by using the
outbound tree computed by IARP, this tree is used for forwarding
the route query. As the bordercedt treg, preferaly, is a shortest path



treg, it is a subgrgoh of the outbound tree Here are some other
propertiesthat thebordercast treenesdsto sty

1 When a route has been discovered from a source node to a
Oedtination node, unlike in the case of bi-dirediond neworks it is
possible that the query response may not be able to retrace the path
traversed by the quay in the reverse direction, as some of the links
in the forward peth may be unidirectiond. It gppears that ancther
quey for discovering a peth from the destinetion to the source might
be required. However, if esch border node haes the preceding
querying border node (et us denote each border node involved in
the query as a center node) in their outbound trees then the same
center nodes can be usad to tunnd the query response back to the
source. A node in the outbound tree thet has a path to the root node
of the treg, is defined as a two-way node The st of two-way nodes
is determined uding the ligt of nodes in the outbound tree (OT); note
that the lig is a fidd in the unit. Hence it is essantid that each border
node beatwo-way node

2 The border nodes are supposed to lead to dedtingtions that
ae bang seached for. Hence they must have links indidet to
nodes outsde the bordercast tree The lig of outbound neighbors
(ON; d= a fidd in the units), is used to identify the nodes from
which such links are inddent. Such nodes are candidates for being
chosen ashorder nodes.

3 The inner nodes of the bordercag tree should not be
candidates for border nodes Note thet, the inner nodes of the
bordercegt tree do not have links incident to nodes that are not a part
of theoutbound tree of thequerying node.

Basd on the aove aiteig the folowing dgorithm is used for
congructing thebordercad tree:

1 Identify the two-way nodes in the outbound tree The
nodes thet are one hop away on the outbound treg, are dways two-
way nodes Thisisbased onthefallowingargument:

Let node B be a node a a digance of one hop from node A in the
outbound tree of node A. As node A is usng the link from node A
to node B, node A mugt have node B’s unit, implying tha the path
from node B to node A mugt be less then the ZONE _RADIUS The
link from node A to node B and the reverse path from node B to
node A togaher form a cyde of length & mot ZONE _RADIUSHL
Hencenode B would dso know of apathtonodeA fromitsIARP.

2 Mak nodes (may or may nat be two-way nodes) in the
outbound tree that have outbound neighbors not beonging to the
outboundtree, ascandidatesfor being border nodes.

3 Unmark a marked node if there is another marked node on
the path from thet node to the roat of the outbound tree (which is in
fact the node initigting the bordercast). Since the leaves of the
bordercegt tree are going to be the find border nodes, two nodes
dong the same path on the tree from the root, cannot be lorder
nodes. If the candidate node doser to the roat (ssy A) is not seected
as a border node in the find bordercedt tree, then some of the nodes
that A can reech, and which are outside the outbound tree might not
bereschablea dl by theroutequery.

4 Initidize the bordercegt tree to the smdlest rooted sUbtree
of the outbound tree, which hes the border nodes (marked &s in
Seps2and 3) ssitsleaves

5 If there is a border node which is not a two-way node then
ddetethesub-reerooted & itsparent fromthebordercast tree

6. Repest 5 until dl suchnodesarepruned.

Thus this dgorithm computes a bordercegt tree such that the border
nodesaretwo-way nodes.

Foure 2 illudraes the formaion of the outbound tree and the
bordercegt tree by means of an example FHgure 2(@ hows a
nework thet hes only one unidiredtiond link. The ZONE_RADIUS
is asumed to be 3. Fgure 2(b) shows the links that are known to
node A. Note that nodes that have a path of ZONE_RADIUS hops
o less have broadcagt ther units which contains ther inbound
ndghbors For example the link FE is known & A because node E
hes a peth of ZONE_RADIUS haps to node A. But the shortest path
from F to A is 4 (more than ZONE _RADIUS) hops and hence, the
link EF inddet on F is nat known & A. FHgure 2(c) shows the
outbound tree & the node A, computed from the avallddle link date
informetion. It is essntidly the shortest path tree computed from the
link gate shown in Fgure 2(b). Usng the outbound treg the
bordercagt tree is computed, and this tree has only one border node,
nandy E, dnce E knows of links to nodes (namdy F and G
corresponding to the links EF and EG) tha do not bedong to the
outbound tree. This is made known to node A by the ON fidd of the
unitthet origineted et nodeE.

A VAN

(&) The Network

N

(b) Links known a Node A

N e e

(b) Outbound Tree at Node A (b) Bordercast Tree at Node A

Figure 2: Exampleillustrating the outbound tree and the border cast
tree. All edges are bi-directional unless drawn otherwise.

42TwoWay Tree

The two-way tree is used to find dtenae dedingtions. Alternate
dedtinations are nodes that are known to have routes to the desired
degtingtion. The process of trying to compute the ligt of dtemae
degtinations is termed as query enhancement. When the bordercast
tree fails to compute a route to the dedtination dther because the tree
is empty or because the unidirectiond links preverted any route
computation or query enhancament, the two-way tree is used to



possbly reech a different set of nodes in an atempt to enhance the
query.

In the query enhencement phase, the am is to be ade to reach some
nodes that were not reached by the bordercast tree So a tree is
nesded whose leaves are two-way nodes (S0 that the query response
can be st back through the same border nodes) and is different
from the bordercest tree So, we smply define the two-way tree as
the largest sUb-tree of the outbound tree that hes dl of its nodes as
two-way nodes.

Foure 3 illustrates the outbound tree, the two-way tree and the
enhancement mechanism with a 8node network. FHgure 3 (8 shows
tre newok, which hes two unidirediond links The
ZONE RADIUS is asumed to be 3. The link date information
avalable & node 6 is shown in FHgure 3 (b). Basad on the avalable
link date, node 6 computes the outbound tree, which is shoan in
Fgure 3 (0). Snce none of the nontoot nodes in the outbound tree,
nandy 4, 5, 7 and 8 have reported outbound links to nodes not in
the outbound treg, none of the nodes are a part of the bordercadt tree.
So, the bordercagt tree is empty in this case However, dl thee
nodes 4, 5, 7 and 8 have reported to node 6 thet node 6 exids in
thar outbound trees, using the OT fidd of the corresponding units
Thusthetwo-way treeissameastheoutboundtreefor thisexample

(8) The Network (b) Link State at Node 6

@—=@

§ o
56 6

(c) Outbound Tree at Node 6 (also the Two Way Tree at Node 6)

Figure 3: Exampleillustrating the outbound tree and the two-way tree.
All edges are bi-directional unless drawn otherwise.

If node 6 issues a query request with the destination node as node 1,
then firgt, node 6 finds that the outbound tree does not have a route
to node 1. The prodem gems from the fatt that the indusive cyde
for the unidirectiond link from node 8 to node 1 is too lage for a
zore radius of 3, and 90 8 is not aware of the link to node 1 Hence
node 6 hes to initite a bordercast. But Snce it has an empty
bordercadt treg, it tries to enhance the query by asking other nodes if
they know of nodes having peths to the dedination. The two-way
tree is then used to send the query enhancement request. When the
request reaches node 4, it computes the inbound tree to the
degtination (node 1), using the link dtate it currently posssssss. The
idea of the inbound tree to the dedination is to compute shortest
paths to the degtingtion from other nodes. Thus node 4 is e to

compute that node 8 is an dtenae destindion for node 1. This
inbound tree to node 1 (trividly the link 8 to 1 here) is reported back
to the source (hode 6). After the ENHANCEMENT INTERVAL,
the source issues a new query reguest with a lig of dtenae
dedtingtions obtained from the query enhencement regponses
obtained. This new request only has one dtenae dedinaion
(namely 8). Since the source has a peth to the node 8 in its outbound
treg, the route computation is completed, the discovered route being
throughthenodes 7 and 8tothededtinationviz., node 1.

Foure 4 illusrates outbound tree and two-way tree with another
exarmpe The ZONE RADIUS is 3 for this exarpe ad dl links
ae unidrectiond in the nework shown in FHgure 4(8). The digance
from any node, to node F is within 3 hops, hence node F has the
entire topology using which it computes the outbound tree shown in
Fgure 4(b). Note that outbound tree of node F has a peth to node E,
wheress the outbound tree of node E does not have a peth to node F.
In fact, the outbound tree of node E will be empty as the only
outgaing link from node E is link EA, ad the shortest path from A
to E is 4 hops which is lager then the ZONE _RADIUS. Thus dl
outbound tree nodes reed not be two-way. In the outbound tree of
node F, only nodes A, B and C are two-way. And the largest rooted
subree of the outbound tree with dl nodes bang two-way nodes,
ie, the two-way tree is shown in Fgure 4(c). Nodes A, B ad C
lean of the pathsto F as they lie on the cyde FABC, whose length 4
is within Imore then the ZONE RADIUS As opposed to the
previous example this example d=o illudrates thet the two-way tree
nead not be same as the outbound tree. Note that if the outbound tree
is emty (like in the case of node E), no IARP is possble and hence
one will have to rdy on an ondemand flood mechanism to discover
adegtinationnode.

a) The Network b) Outbound Treeat F

(c) Two-way Treeat F

Figure 4: lllustrating outbound and two-way trees.

4.3 ThelERP algorithm

The functioning of the IERP dgaithm & the source and & the
border nodes are presented s two different flow charts in FHgure 4,
as the processng a the border nodes is different from that a the



source. The details of the fow chat a different dates are described
bdow. Thefunctiondity of thestatesin Figure5(a) areasfalows

Sae 1: A new quay initisted by the node has one dedtination and
an enhanced quary will have a st of dedtingions If there is a peth to
any of the dedinations in the outbound tree computed by the IARP
dgorithm, thepathfoundisthedesired peth.

Sae 2 The bordercadt tree could be empty (For an example refer to
Fgure 3). In such a case an atempt is mede to use a different tree to
do the bordercading to possbly learn about dtenate nodes thet
know of oneor morepathstotheoriging degtination.

Sae 3. The bordercagt tree is dored in the query packet and is
foowaded dong the same tree The intemedigte nodes of the
bordercast tree (nontborder nodes) forward the query packet until it
reeches a border node. The processng a the border node is shown
in Fgure 1(b). After sending the borderced, there is a pause for
ENHANCEMENT_INTERVAL, duing which the source wats
dther foraquery responseor enhancement messages.

Sae 4 If a repponse to the route quary is recaived in the interim,
then the query processing is teemed complete and the computed
routeisreturnedtothehigher layer.

Sae 5 Snce a quary reponse is nat recaved, the source node
checks for the reception of an enhancement messsge, the
ENHANCEMENT _INTERVAL having pessed snce the initidion
of the bordercad. If there were one or more quary enhancament
messages recaived in thet intervd, then the dternate destination(s)
Uggested in the query enhancement message(s) are queried for as
they aresupposed to haveroutestotheorigina destination.

Sae 6. A 2 of dtenae dedtindions is fomed from the quay
enhancement messages and is insarted into a new modified query,
which is prooessed like the oigind quay. For  pradicd
implementations, the number of times that a query can be enhanced
should be limited to reduce the amount of queay trdfic and the
latency in finding routes, as every enhancement and repegted query
for the same origind dedindion increeses the route  discovery
latency. For amplicity of presntation, the flow chat does not limit
thenumber of timesthat the query can beenhanced.

Sae 7: Since the bordercading did not result in @y enhancement of
the query, the bordercadt tree is incapable of reaching nodes thet can
enhance the quary (assuming no messege losses). This date is do
reeched from the State 2, when the bordercegt tree is empty. A
dffaet tree namdy the two-way tree is then usad for sending a
request to enhance the query. The source and the border nodes
fowad this Quay Enhancemat Requet (QERQ) judt like they
would forward a regular quay, exocept thet the two-way tree is used
for bordercadting, ingeed of the bordercast tree The key idea here is
totry and discover nodes, whichknow of pathstothedegtintion.

Sae 8 Afte watng for  ENHANCEMENT_INTERVAL, the
source node checks to see if there were any responses to the request.

Once ggdn, as in Sae 5, if thae wae one o more quary
enhancement  reponses (QER9) recaived in tha  intervd, the
dternate degtination(s) suggested in the QERs can be queried for as
they are supposed to have routes to the desired dedtination. If no
uch enhancement messsge was recaived then the dedlingtion is
assumedtobeunreacheble

New cuery (1 destination)

(b) The IERP at an intermediate border node

Figure 5: Flow Chartsshowing thefunctioning of the |ERP at the source
and at an intermediate border node.

The vaious daes of FHgure 5(b) ae explaned bdow. This flow
chat shows the manner in which a query is processed & a border
node.

Sae 1 Apdy the Quay Cord Mechenisms namdy Quay
Deedttion (QD) ad Ealy Temingion (ET). These mecheniats ae
destribed later in the pgper. This esstidly invalves extracting the
quay identifier and matching it with the recently cached cuay
identifiers seen by the node If the query identifier has been seen
before, thenthequery can bedropped.



State 2 The node checks to identify if the query is to be dropped or
sent out asanother bordercadt.

Sae 3 The query is dropped as the Queary Contrdl Mechaniams
haveidentified thisquery thread to beunnecessary.

Sae 4: If a path is known to ay of the degtinations in the query,
thentheroutediscovery iscomplete

Sae 5 A regponse to the quay is initited which contans the
computed peth (only the border nodes dso refared to as center
nodes traversed by the route query packet ae recorded). The
response is sent dong a path that traverses the same center nodes.
This is possble because each center node has a path to the previous
center node. Thus, the response is forwarded from one center node
to another center node until it reaches the source node which
intisted thequery.

Sae 6. Inbound trees are computed for eech of the degtinations
beng queied. The links discovered by the IARP ae used to
compute these trees If any such tress exigt and can be computed,
then the nodes (besdes the dedinations) in these inbound trees
would denote the dternate dedtinations. These tress are computed
uing a mechanisn dmilar to the one usad for computing the
outbound trees The IN fidd of the live units avalable a the node
are used to condruct a graph. Then for eech degtination the shortest
path dgorithm is executed on the grgph by conddeing esch
degtination as a sink node. Any shortest peth dgorithm (such as the
Dijkdrd sagorithm) can beused to computetheseinbound trees

Sae 7: The inbound trees computed in State 3 are sent back to the
sender usingthesamemechanismasin Sep2aove

Sae 8 The node ID is samped on the query pecket and it is then
sent out usng the bordercegt mechaniam. If the queary is Route
Quay Request (RORQ) or Enhanced Query Reuest (EQRQ) then
the bordercadt tree is used for bordercadting. If indteed, the requet is
a Quay Enhencamat Reques (QERQ), the two-way tree is used
for bordercadting.

5. Query Control Mechanisms

In the IERP dgorithm, each bordercegt usudly results in incressing
the number of query threeds (unless there is only one border node).
As a realt of this typicdly with every bordercadt, the number of
quey threads kegps increesing. These quary threeds may reault in
the degeneration of the zone routing pratocal to flooding. The Query
Control Mechaniams are usad to d0p unnecessaxry route query
threeds which ae probing previoudy oqueaied zones These
mecheanians weae origindly proposad for  bidirectiond  networks
for ZRP and have been modified to function with unidirectiond
naworks in this work. This pat of the wok requires further
invedtigation, but hasprovided encouraging experimentd resuits

Queay Ddedion (QD): The god of the QD mechenian is to
identify nodes thet do not need to initige bordercest. Trividly, the

nodes which have dreedy initisted bordercadt (eg., the source node)
or have been border nodes in some bordercagt of the same quary,
nesd not perform subsequent bordercedts for the same query if there
ae no enhancaments To idetify a quay, the quay idetifier,
which is a peir condding of the source address and a unique query
number assgned by the source, is used. Each border node keeps
track of query identifiers seen in the recent pagt (based on the largest
time tken by a quary to trangt from one node to ancther). After a
border node recdves a quay, if the quary identifier matches an
identifier stored inthecache, thenthenodesimply dropsthequery.

Furthermore, if a node (say node x) hes dready been a nonHborder
rlay node for some query, it does not need to initiste a bordercast or
be a border node for a subsequent query threed with the same query
identifier. When an ealier quary passed through node x, node X
would have been sdected as a border node if it were a candidate for
being a border node Hence, each norntborder node dso keeps track
of quary idetifiers seen in the recent past. Thus QD hdps in
limiting the number of bordercagts thet can take place, to the number
of nodesinthenetwork.

Ealy Temination (ET). Although QD provides an upper bound
on the number of bordercads for a single query, it does not prevent
previoudy traversed nodes (catrd and nonrcentrd) from beng a
non-centra nodeinthefuture

o °

.

(b) The Second
Network

(a) TheFirst
Network

Figure 6: In (a) Node A hasthelink from Node B to Node C in its

outbound tree and Node B also knows of the existence of that link. In (b)

Node A hasthelink from Node B to Node C, but Node B does not know

of its existence. We assumethat in our networks, the case (b) doesnot
occur.

ET daes that if a query hes visted a node (as a border node or
otherwise), then it nead nat trangport a threed for the same query to
awy other border node For this we assume thet if node A's
outbound tree hes a link from node B to node C, then node B a0
knows of the link from node B to node C. This condition might not
hod in some cases It gopears that if the nework hes a lage
pecatege of unidirectiond links then this condition might not
hold Hgure 6 illusrates it with an exanple The ZONE RADIUS
is assumed to be three. In bath the networks, Figure 6 (@ and 6 (D),
node A learns about the link from node B to node C. But in FHgure 6
(@, node B knows of the link (node B to node C), becauseiit is bi-
directiond, wheress in Hgure 6 (b), B does nat lean of the link
because the peath from node C to node B is more then 3
(ZONE_RADIUS) hops



With this assumption, let us condder the following two cases for
nodeB:

Node B has been a border node for a paticuar query.
Subsquently, a bordercas messsge for the same quary
from node D is to use node B as a nontborder node with
node C as a node falowing B in the bordercegt tree Then
by the assumption, node B knows about the existence of
the link to node C and hence, node B would have dreedy
conddered that link, when it received the bordercest
messege in its role as a border node So, the bordercast
messagefromnode D can bedropped a nodeB.

Node B has been a nonborder node (sy in an ealier
bordercagt from a different node, say node M) and now a
bordercagt for the same query from node D is to use node
B as a nonborder node with node C as a node fallowing
node B in node D's bordecest tree Then by the
assumption, node B knows about the eddence of the link
to node C and hence, the exigence of the link BC must
have been propegated to node M and this informetion
must have been taken into account by node M when this
node M condructed its bordercagt tree So, the bordercast
messagefromnode D canbedropped a nodeB.

The above two cases do not condder the latency incurred while
updeting link information and possble disorepancy of  information
between different nodesabout theexisence/non-exigencedf links

Hence QD and ET together imply that a node need not process a
query threed if the node has been seen tha quary before So, for
implementing QD and ET, the query idertifier is cached & evay
node processng the quary, ad is kept for a short presst time
intervd. If any other quay threed with the same idettfiers is
received in that intevd, then it is dropped without further
processng. Thus the number of messages propageted for a single
query is upperbounded by the numbe of links in the network,
which is same as the number ¢ messages required for flooding the
nework. It is to be noted tha this upper bound is goplicble for a
Route Query Reguest (RORQ), or a Route Enhencement Request
(RERQ), or a Enhanced Route Reguest (ERRQ). As dhoan in
Figure 3 (8), a route request may esult in the source firg sending out
a RORQ, then sending out a RERQ upon recaiving no reponse and
then sending out an enhancad query (ERRQ) if it gets a regponse to
the enhancement request (QER). Asuming thet
MAX_NUMOF ENHANCEMENTS is ¢ to ong thee three
mesges hamdy RORQ, ERRQ ad ERRQ togeher achiee a
messagecomplexity of thricethenumber of linksinthenetwork..

6. Smulation Rewults

We implemented the Zone Routing Protocdl with our extensons
usng the ns2 dmulaor. The extendon, which usss the two-way
tree for solidting dternate dedtinations, has not been udied using
our dmulator. The results presented here are produced not having

thet extendon. The sudy reported here is besed on a network of 50
nodes moving in an aea of 1500mi1500m fdlowing the random
waypaint modd. In this modd evary node picks random postion
and moves towards it with a gpead uniformly chosen between 0 and
a maximum speed (we have vaied it bewean 0 and 30m/9). Once it
reeches that pogtion, it pauses for some amount of time and then
choosss ancther location and the process is repested. For our
smulaions we usd a pause time of 0 to Smulae continuous
moability. To dmuae unidrediond links we usad two dfferet
tranamission ranges Some nodes had a tranamisson range of 250m
and othes had a range of 125m. All the data paints reported are
besed on dmulaing the network for 2 hours of red time Since the
nework can get patitioned, the route queries used to tet the
protocol were generated in such a way that a query was generated
only when the undelying nework had a route to thet particular
dedtination. Queries were generated & the rate of 1 queryls by
picking random source and dedingtion nodes thet had a pah
between them in the underlying nework & thet time. We sudied the
pafomance with a vaying percentage of nodes having lower
trangmisson ranges which in tun vaies the number of
unidirectiond links in the undalying newok. We teded the
pafomance with 10%, 20% o 40% of the nodes having lower
tranamisson ranges. We presant four kinds of resits in this section
and discussthemin thefollowing paragrgphs

Foure 7(8) shows the percatege of queies that were resolved.
Queries could be rexdved if the IARP or IERP succesds o if the
query is enhanced by some node thet reports thet there exig dternete
dedtinations having peths to the origind dedindion, resulting in a
new query with an dternate st of destinations. The enhanced query
however is not enhanced further, to avaid large querying latendes
We see that the initid query and the enhenced queries together are
cgpeble of resalving more then 90% of the quaies even & high
mokility, independent of thenumber of unidirectiond links
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Figure 7: Study of Queries Resolved.

Foure 7 (b) shows the number of computed routes that physcely
exig dfter the route computation is over. We see tha the accuracy of



the computed routes decresses as the mohility increeses, this is
because the linkgate information gets Sde fagter as the nodes move
fester. Al, for a higher percentage of lower transmisson range
nodes the computed route would typicdly condst of more number
of hops and hence, has a higher chance of baing inveid & the end of
route computaion. But even & 20m/s in soenarios wherein 40% of
the nodes have hdf the (125m) trangmisson range of the other 60%
of thenodes, theaccuracy isdaseto 90%.

Fgure 8@ shows that without the enhancement mechaniam alat of
oueries (Up to 40%) woud reman unresdlved. For mohlity from 20
to 30m/s, dose to 40% of the queries are resolved on account of the
enhancematt mecheniam. When moability is introduced we se a
sudden increese in the number of enhanced queries. h such cases,
the topology changes are not leamt quickly resulting in the falure of
IARPIERP medhenisns for a fresh quay. Howeve, the
enhancement mecheniams ae dle to hdp and sugges dtenae
dedtinations which could indeed be queied for. This Sgnificant
contribution from the enhancement mechaniam is ale to ke the
totd number of queies resolved (Fgure 7 (8) above 90%, even &
highmohility.
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Figure 8: Study of queriesresolved by virtue of the enhancement
mechanism.

FHgure 8 (b) reports the accuracy of the routes computed due to
enhancemant. For the same reasons as reported for FHgure 7 (D),
Fgure 8(b) shows tha the accuracy goes down with increese in
mohility and percentage of nodes with low transmisson ranges But
even & 20nvs for 40% of nodes with low trangmisson range, the
accuracy isabove80%.

7. Condusas
This work extends the Zone Routing Pratocol for functioning in
neworks with unidirectiond links The most common resson for the
preence of unidiredtiond links is the diffeence in trangmisson
capebiliies of the mobile nodes The intra zone and inter zone
routing protocds have been modified to work for unidirectiond
links For undretiond links with lage (age then
ZONE RADIUS indusve cydes a medenian for  recursve

enhancement of the query has been proposed. The nodes that do not
know of the degtination but know of dternate nodes thet have peths
to the dedination are reported back to the source If the query is
unresolved the source then issues an enhanced query that computes
route for one of the dternate dedtinations A heuristic has dso been
proposed to solidt enhancement messages from nodes when dl the
previous mechanigms fal to compute routes due to unidirectiond
links with lage indusve cydes The protocodl has been
implemented and sudied using the ns2 smulaor. The resuits show
thet even in the presence of a large number of unidirectiond links
and high mohility of 20m/s about 90% queies are reolved with a
very high accurecy (corectness of route) of 90%. The proposed
enhancement mechanian by itdf is regponsble for  route
computation in 40% of the cases and the routes computed due to this
enhancement are vdid 80% of the time in scenaios with mohility
of 20m/s and 40% of nodes having low trangmisson ranges Thus
we have proposad and dudied the performance of an extended Zone
Routing Protocd for functioning in networks with - unicirectional
links
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